**REGULAMIN**

**korzystania z publicznej, bezprzewodowej sieci WiFi
Urzędu Gminy Nieporęt**

**§1**

**Definicje**

1. **Urząd**–Urząd Gminy Nieporęt, Plac Wolności 1, 05-126 Nieporęt
2. **Sieć WiFi**– sieć bezprzewodowa, ogólnodostępna bez hasła, oparta na rozwiązaniach informatycznych Urzędu z publicznym dostępem do sieci Internet, udostępniana bezpłatnie na terenie siedziby Urzędu oraz wokół Urzędu (budynek i pobliski teren przylegający do budynku).
3. **Użytkownik**– osoba korzystająca z udostępnionej Sieci WiFi.
4. **Terminal**– urządzenie przenośne Użytkownika, podłączane do Sieci WiFi (laptop, telefon komórkowy, tablet, itp.).
5. **Strefa Zasięgu**– obszar zasięgu bezprzewodowej sieci WiFi zależy od warunków propagacyjnych częstotliwości WiFi i możliwości technicznych nawiązania komunikacji przez Terminal Użytkownika oraz warunków atmosferycznych panujących na zewnątrz siedziby Urzędu.

**§2**

**Zakres i cel funkcjonowania sieci WiFi**

Urząd udostępnia Użytkownikom sieć WiFi w celu korzystania z Internetu, na poniższych zasadach:

1. Usługi sieci WiFi są świadczone niekomercyjnie i nieodpłatnie, wyłącznie w Strefie Zasięgu.
2. Urządzenia punktów dostępowych tzw. Access Point WiFi lub Hot- Spot posiadają certyfikaty techniczne CE, FCC oraz IC i spełniają założenia projektu Unijnego w ramach, którego Urząd zrealizował zadanie publicznego Internetu dla mieszkańców (Użytkowników) w swojej siedzibie.
3. Parametry sieci WiFi są zgodne ze standardami technicznymi: IEEE 802.11 b/g/n.
4. Dostęp do sieci WiFi możliwy jest bez logowania, które skutkuje komunikatem wyświetlanym po stronie Terminala o braku zabezpieczenia hasłem.
5. Sieć WiFi po stronie informatycznej Urzędu zabezpieczona jest systemowo stosownymi certyfikatami oraz politykami bezpieczeństwa z poniższymi ograniczeniami, które Użytkownik korzystający z sieci WiFi przyjmuje do wiadomości, akceptuje i nie wzbudzają one jego żadnych wątpliwości.

**§3**

**Ograniczenia dla sieci WiFi**

1. Dostęp do sieci WiFi jest ograniczony w przestrzeni do Strefy Zasięgu oraz pod względem parametrów technicznych połączenia Terminala i punktu dostępowego WiFi.
2. Urząd uprawniony jest do nakładania ograniczeń na czas połączenia co do przepustowości, limitu przesłanych danych i innych parametrów transmisji oraz do ograniczania i blokowania dostępu do wybranych treści i usług w Internecie, monitorowania oraz nadzorowania pakietów danych, w celu zapewnienia bezpieczeństwa lub zarządzania siecią WiFi.
3. Urząd poprzez Sieć WiFi nie zbiera i nie przechowuje historii danych łączących się
z siecią Terminali ani ich Użytkowników - natomiast Urząd ma obowiązek współpracy z właściwymi organami ścigania, sądami i służbami dbającymi o przestrzeganie prawa, w tym z operatorem świadczącym usługę Internet dla Urzędu - w przypadku, gdy sieć WiFi posłużyła do złamania obowiązującego w Polsce prawa telekomunikacyjnego i publicznego przez Użytkownika.
4. Urząd oraz osoby działające w jego imieniu i na jego zlecenie nie są odpowiedzialne za:
5. warunki techniczne Sieci WiFi oraz opóźnienia w przesyłaniu pakietów danych
w publicznej sieci WiFi, które uzależnione są nie tylko od możliwości Terminala, ale też od warunków propagacji fal WiFi oraz od parametrów łącza Internet Urzędu, które mają wydatny wpływ na rzeczywisty transfer danych,
6. nieuprawnione użycie oprogramowania lub innych utworów będących przedmiotem ochrony własności intelektualnej treści dostępnych w Internecie,
7. szkody wyrządzone przez oprogramowanie będące w posiadaniu Użytkowników oraz zainstalowane świadomie lub nie na ich Terminalach,
8. dane gromadzone lub przekazywane przez Użytkownika,
9. jakiekolwiek szkody, jakie może ponieść Użytkownik w związku korzystaniem z sieci WiFi, w szczególności za: uszkodzenia sprzętu teleinformatycznego, Terminali, zniszczenie oprogramowania i danych, naruszenie danych osobowych, opóźnienia w otrzymaniu lub przesłaniu danych spowodowane brakiem transmisji, nieprawidłową transmisją, opóźnieniami lub przerwami w dostępie do sieci WiFi, wszelkie inne szkody powstałe w związku z korzystaniem z sieci WiFi.

**§4**

**Urząd nie udziela gwarancji na**

1. Ciągłe pokrycie sygnałem radiowym propagacji fal WiFi w deklarowanej Strefie Zasięgu,
2. Stałej przepustowości łącza Internet Urzędu i innych jego parametrów,
3. Nieprzerwane, poprawne funkcjonowanie sieci WiFi,
4. Dostępność wszystkich usług sieciowych, aplikacyjnych Internetowych z jakich chce skorzystać Użytkownik.

**§5**

**Odpowiedzialność Użytkownika**

* 1. Użytkownik może korzystać z Sieci WiFi na zasadach określonych w niniejszym Regulaminie.
	2. Korzystanie z Sieci WiFi odbywa się na wyłączne ryzyko i odpowiedzialność Użytkownika.
	3. Zabrania się Użytkownikowi wykorzystywania sieci WiFi do wszelkich działań naruszających obowiązujące prawo. W szczególności Użytkownikowi sieci Wifi zabrania się:
1. udostępniać oraz pobierać z sieci Internet: materiały chronione prawami autorskimi (oprogramowanie, filmy, muzyka, itp.), treści pornograficzne, rasistowskie, faszystowskie, itp.),
2. przesyłać i udostępniać treści mogące naruszyć czyjekolwiek dobra osobiste, rozsyłać niezamówione przez odbiorców treści o charakterze reklamowym (spam),
3. rozpowszechniania wirusów komputerowych i innych programów mogących
 uszkodzić oprogramowanie lub dane innych użytkowników Internetu, uzyskiwać nieuprawniony dostęp do zasobów systemów informatycznych będących w posiadaniu innych użytkowników Internetu,
4. naruszania zabezpieczeń zastosowanych w sieci WiFi,
5. uruchamiania serwerów usług na Terminalu w celach, które mogą zostać uznane za niebezpieczne dla funkcjonowania sieci WiFi,
6. udostępniania połączenia do Internetu innym podmiotom poprzez stosowanie
 urządzeń teletechnicznych takich jak Access Point, router, itp.
	1. Korzystnie przez Użytkownika z sieci WiFi oznacza akceptacje przez Użytkownika wszelkich postanowień niniejszego Regulaminu i jego zobowiązanie do korzystania z Sieci WiFi zgodnie z jego postanowieniami.
	2. W przypadku nieprzestrzegania przez Użytkownika postanowień niniejszego Regulaminu, jak i niezgodnego z przeznaczeniem korzystania z Sieci WiFi, Urząd uprawniony będzie do zablokowania dostępu Terminala do sieci, co nie wyklucza odpowiedzialności odszkodowawczej Użytkownika wobec Urzędu, innych Użytkowników oraz podmiotów, jak również odpowiedzialności karnej dla takiego Użytkownika.
	3. Użytkownik jest zobowiązany do dołożenia należytej staranności przy ochronie Terminala, z którego korzysta, przed niepowołanym dostępem oraz innymi zagrożeniami bezpieczeństwa teleinformatycznego (np. wirusy, spam, itp.).
	4. Użytkownik ponosi wyłączną i pełną odpowiedzialność za sposób, w jaki wykorzystuje sieć WiFi, w tym za treść i zawartość przesyłanych wiadomości z uwzględnieniem odpowiedzialności karnej za działania niezgodne z prawem.

**§6**

**Informacje o Użytkowniku i przetwarzanie danych**

* 1. Urząd podczas korzystania z sieci WiFi pozyskuje informacje jedynie o adresie MAC Terminala, nazwie oraz producencie Terminala.
	2. W zakresie pozyskiwanych danych zostawanie mają postanowienia obowiązującej w Urzędzie Polityki prywatności i plików cookies dostępnej na stronie internetowej Urzędu.
	3. Urząd nie pozyskuje i nie przetwarza innych danych Użytkownika.
	4. Pozyskiwane dane mogą być udostępniane organom uprawnionym do przetwarzania danych

**§7**

**Postanowienia końcowe**

1. W sprawach nieuregulowanych niniejszym Regulaminem zastosowanie mają przepisy Kodeksu Cywilnego.
2. Zmiany parametrów technicznych sieci WiFi nie powodują zmiany niniejszego Regulaminu ani nie wymagają ich ogłoszenia.
3. Urząd uprawniony jest do wprowadzenia zmian w niniejszym Regulaminie w każdym czasie.
4. Z tytułu zmian Regulaminu Użytkownikowi nie przysługują żadne roszczenia.
5. Regulamin publikowany jest na stronie Urzędu oraz na tablicy ogłoszeń przy wejściu do budynku Urzędu.
6. Niniejszy Regulamin wchodzi w życie z dniem 1 lipca 2021 r.